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SRS ; ) re products, but also want

~ guantitative -egtlmatlon of the reliability of a product before taking
a buying ge.cxsmn. However, it is very difficult to accurately measure
the rellah}llty of any software product. One of the main problems in
‘quantitative measurement of reliability of a software product is that
there are no good metrics available, using which we can quantify the
reliability of a product. Besides this problem, there are several other
problems which arise when we want to accurately measure the
reliability of a software product. Even though no known ways exist
to accurately quantify the reliability of a software product, we will
nonetheless discuss some of the available metrics for quantifying the
reliability of a software product. We will also discuss how we can

- model the reliability growth and predict the reliability of a software
product while the testing phase of the product is still going on. In
this chapter, we will also examine software quality assurance aspects
- of a software product. -

. Software quality assurance (SQA) is one of the most talked about

~ topics in recent years in software industry circles. The aim of SQA

8 to help an organization develop high quality software products in

rep ble manner. A repeatable software development organization

the o
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ne where the software development process is person-
nt. In a non-repeatable software development organization,
ot becomes successful primarily due to the imtiative, effort,
nce, and enthusiasm displayed by certain individuals. Thus, in
table software development organization, the success to
t is dependent on who the team members are and hence
sccessful development of one product does not automatically
at, th next p duct will also be successful. One of the primary
oy mrm“ repeatable software devglop;nent.
are reliability aspects before discussing issues
uality assurance.

e e N5

Scanned with CamScanner



@.1 SOFTWARE RELIABILITY

R‘eliﬂbility of a software product essentinlly denotes ita trustworthine,.
or dependability. Alternatively, relinbility of a software product cqy,
also be defined as the probability of the product working “correct]y”
over a given period of time,

Intuitively we can conclude that a software product havin
large number of defects would be very unrelinble. It is also clear 1
us that the reliability of a system would improve if the number of
defects in it is reduced. However, there is no simple relationship
between the observed system reliability and the number of Taten
software defects in the system. Removing errors from parts of 4
software which are rarely used would make little difference to the
perceived reliability. It has been experimentally observed by analyzing
the behaviour of a large number of programs that 90% of the execution
time of a typical program is spent on executing only 10% of the
instructions in the program. These most used 10% instructions are
often called the core of the program. The rest 90% of the program
statements are called non-core and are executed only during 10% of
the total execution time. It may not therefore be surprising to note
that removing 60% defects from the least used parts of a system
would lead to only 3% improvement in reliability. It is thus clear
that improvement in the overall reliability of a program due to the
correction of a single error would depend on whether the error belonged
to the core part or the non-core part of the program.

Apart from the fact that reliability depends on location of the
error in the program, it also depends on how the product is used, i.e.
its execution profile. If we select input data to the system such that
only the “correctly” implemented functions are executed, none of the
errors will be exposed and the perceived reliability of the product
will be high. On the other hand, if we select the input data such that
only the functions containing errors are invoked, the perceived
reliability of the system will be very low. Different users use a software
product in different ways. So the defects which show up for one user,
may not show up for another. Therefore, the reliability figure of a
software product is clearly observer-dependent and cannot be

determined absolutely.

9.1.1 Reliability Metrics

Since different categories of software products have different reliability
requirements, it is necessary that the level of reliability be specified
in the SRS (software requirements specification) document. In order
to be able to do this, we need some metrics to quantitatively express
the reliability of a software product. A good reliability measure should
be absermr-mdepandant S0 that different people can agree on the
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